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SWIFT thanks the European Banking Authority for the opportunity to provide comments on the consultation document on "cooperation between competent authorities in the home and host Member States in the supervision of payment institutions operating on a cross-border basis under Art. 29 (6) of PSD2".

SWIFT is a member-owned cooperative headquartered in Belgium. SWIFT is organised under Belgian law and is owned and controlled by its shareholders, comprising more than 2,000 financial institutions. We connect more than 11,000 institutions in more than 200 countries and territories. A fundamental tenet of SWIFT’s governance is to continually reduce costs and eliminate risks and frictions from industry processes.

SWIFT provides banking, securities, and other regulated financial organisations, as well as corporates, with a comprehensive suite of messaging products and services. We support a range of financial functions, including payments, securities settlement, reporting, and treasury operations. SWIFT also has a proven track record of bringing the financial community together to work collaboratively, to shape market practice, define formal standards and debate issues of mutual interest.

If you wish to discuss any aspect of our response please do not hesitate to let us know.
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One of the aims of PSD2 is to enhance cooperation between competent authorities in home and host Member States when payment institutions would like to provide payment services outside their home Member States. We understand the goal of the proposed cooperation framework is to ensure consistent and efficient supervision of payment institutions operating across borders by specifying the procedures for cooperation and exchange of information between competent authorities. We fully support the Commission’s aims and goals in these regards, and fully support the Commission’s endeavours to support the safe and secure provision of these services across Member States.

In this respect, SWIFT takes the opportunity provided by this consultation to suggest that in order to ensure the seamless cross-border application of the regulation additional information should be exchanged between home and host Member States. More specifically we believe that where competent authorities determine that a payment service provider’s “corporate” processes or protocols guarantee levels of security that are at least equivalent to those required under PSD2, their determinations should be passed on to competent authorities in the payment service provider’s host Member States.

We have elaborated on this point in further detail below.

**Question 6: Do you consider that payment institutions should and will be able to report the data specified in Article 11 and Annex 6? If not, what obstacles do you see and how could these obstacles be overcome?**

Article 11 of Annex 6 of the draft RTS deals with cooperation between competent authorities in home and host Member States in the supervision of payment institutions operating on a cross-border basis. Article 29 (6) of PSD2 meanwhile provides for the communication of additional information to host country competent authorities regarding their monitoring for compliance with the provisions of national law transposing, among others, Title IV of the PSD2. Article 97 of Title IV, PSD2 prescribes the requirement for strong customer authentication. We understand therefore that the conformity with the requirement set out in PSD2 also falls in the scope of the information to be provided to host Member States’ competent authorities.

According to the final text of Article 17 of the RTS it is permissible for Payment Service Providers (PSPs) not to apply strong customer authentication if the dedicated payment processes or protocols are only made available to payers who are not consumers, if and when competent authorities are satisfied that this will guarantee levels of security that are at least equivalent to those required under PSD2.

In other words, in Article 17, the Commission clearly drafted an exemption to the application of the requirement for strong customer authentication subject of course to the decision of Member States’ competent authorities. Article 17 does not, however, define how national competent authorities will make their determinations on this clear to PSPs. This should be clarified.

Furthermore we believe that for the sake of transparency, interoperability and in accordance with requirements set out in by Article 29 (6) PSD2, the exemption of the requirement for strong customer authentication should be communicated by home Member States authorities to the competent authorities in the host Member States in which PSPs use or wish to use such protocols or processes.

We acknowledge that the actual authorisation is the sole right of the competent authority in each Member State, including any host Member State in which a PSP wishes to provide services.
Nevertheless, in the interests of efficiency and fairness, we believe it vital that home Member States’ decisions be shared with competent authorities in host Member States.

Introducing a requirement to share any such decision would improve communication between competent authorities and would be in line with all the requirements prescribed under PSD2 and the Commission Delegated Acts. Moreover, it will facilitate the provision of cross-border services by ensuring the provision of complete information.