
3SKey for Corporates
One single token to securely authenticate and 
approve transactions with all banks across all 
banking channels

Today, corporates face a growing 
number of digital transactions. 
The use of electronic signatures 
has become a security standard; 
it enables organisations to 
electronically sign transactions 
with their bank counterparties 
and reduce manual processes 
such as paper signatures and fax 
confirmations. 

The increasing number of 
bank security solutions brings 
new challenges and risks. 
For corporates executing 
transactions with multiple banks 
and individuals, this process is 
often very complex involving 
numerous tokens, passwords 
and access cards for a single 
transaction.

3SKey is a multi-bank and multi-channel 
solution for corporates to securely authen-
ticate and approve operations using digital 
signatures and strong authentication. It 
provides a single token to communicate 
with all banks across all channels.

Features and benefits
Beyond the security and efficiency that 
are inherent to 3SKey, there are three 
main benefits for corporates: 

One device
With numerous staff authorised to perform 
transactions, and multiple banking part-
ners all using different security solutions, 
the number of tokens, passwords and 
processes quickly add up. 
With 3SKey, just one token with a single 
password is sufficient to authenticate and 
approve transactions with multiple banks. 
It can be used on any electronic bank-
ing channel, including off-line applica-
tions, web-banking, local and proprietary 
networks, and SWIFT. 3SKey can also 
be used within organisations, securing 
internal workflows and facilitating in-house 
approval processes. 

Secured approval workflows  
3SKey boosts an organisation’s security. 
Using Public Key Infrastructure (PKI) tech-
nology, with a simplified process, ensures 
that transactions are authentic, unaltered 
and legally binding.
Entitlements and authorisation limits are 
managed centrally for all users within the 
organisation. Transaction approvals can 
be verified before any instructions are sent 
to the bank. This enables full traceability 
and provides a complete audit trail of who 
has authorised what and when.

Easy to use and implement
One single device securely simplifies 
operations and streamlines approval pro-
cesses with multiple banking partners. 
3SKey is not only easy to use, but is built 
on industry standards ensuring flexible 
and rapid integration with internal and 
external applications.

Simplified digital 
identity and 

authentication for 
corporates

Benefits

	 �One device to reach multiple 
banking partners

	 �Solid security based on PKI 
technology 

	 �Easy to use
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1.	� Request 3SKey tokens from a 
bank: Corporates can obtain a 3SKey 
token from any banking partner.

2.	� Activate the tokens on the 3SKey 
portal: Token activation ensures that 
the tokens are secured and ready to 
use.

3.	� Register the tokens with one 
or multiple banks: Each bank will 
independently register the 3SKey token 
and associate it with the corporate 
user.

For corporates 
executing transactions 
with multiple banks, 
the authorisation   
processes are often 
very complex involving 
numerous tokens, 
passwords and access 
cards for a single 
transaction.

With 3SKey, just one token with 
a single password is sufficient 
to authenticate and approve 
transactions with multiple banks 
in multiple channels.

The 3SKey digital signature ensures that 
the data is from the attributed signer, that 
the content has not been changed after 
the approval process and it represents 
proof of signature.
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3SKey step-by-step: 3SKey is ready to use:

For more information, speak to your bank or 
visit www.3skey.com

About SWIFT

SWIFT is a member-owned cooperative and trusted third party that provides the communications platform, products and 
services to connect more than 10,000 financial institutions and corporate customers in 212 countries and territories. SWIFT 
enables its users to exchange automated, standardised financial information securely and reliably.
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